Overview
On December 9th 2021, a 0-day exploit in the Java logging library log4j (version 2) published as CVE-2021-44228, (critical CVSSv3 10) was divulged.

Impact
Neither Argos nor HMS Hub web services are affected by this vulnerability.

HMS Recommendations
No actions needed

Additional information