POODLE vulnerability & Ewon

On Wed Oct 15, 2014, a potential vulnerability (CVE-2014-3566) nicknamed POODLE was disclosed in the SSLv3 protocol, a part of the SSL security protocol responsible for securing many types of Internet connections, including secure web sites (HTTPS).

Are the Ewon products and the Talk2M platform affected by POODLE?

- The Talk2M Web servers (including M2Web and the Access Server) were patched immediately (Day 0), thereby ensuring that the Talk2M infrastructure remains safe.
- The Talk2M VPN servers are not affected by this vulnerability.

Ewon products (whether CD, Cosy or Flexy) are not affected.